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D. If the SSA’s National Network Services Center is to be contacted instead of the SSA 

Regional Office Contract or the SSA Systems Security contact, the caller shall contact 

the following individual: 

 

Brooks Hansen 

IT Specialist/ATL Region Data Exchange 

Center for Automation, Security and Integrity 

Email: Brooks.Hansen@ssa.gov 

 

(205) 801-1819 Office 

(205) 530.1515 Telework Days 

 

1.  The caller must have the name, email, and phone number of the SSA Systems 

Security Contact or the NNSC will not take the report. 

2.  In addition to the Social Security Administration, the Information Systems Branch 

Manager or designee shall also notify: 

a. The Commissioner of the Kentucky State Police 

b. The Auditor of Public Accounts 

c. The Attorney General 

d. The Secretary of Finance or designee 

e. Notify the Commonwealth Office of Technology 

f. Notify the CHFS OATS Security Team 

E. When reporting a breach, the Information Systems Branch Manager shall use the 

Attachment 5 (PII Loss Reporting Worksheet) of the Information Exchange Agreement 

between the Social Security Administration and the Department of Juvenile Justice. 

 

V.      MONITORING MECHANISM 

A. The Fiscal Branch Manager or designee shall review and analysis any system 

breaches at the time of the breach and resolve such breach in accordance with of 

Information Exchange Agreement between the Social Security Administration. 

B. The Fiscal Branch Manager or designee shall implement any system changes 

needed to resolve such breaches and to address any concerns for future 

processing. 

C. The Fiscal Branch Manager or designee shall convene a committee annually to 

analysis the current system security for the purpose of quality improvement. 
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